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1.Aims of this Policy

John Moores Foundation needs to keep certain information about its applicants to carry out its day to day operations, to meet its objectives and to comply with legal obligations.

The organisation is committed to ensuring any personal data will be dealt with in line with the General Data Protection Regulation (GDPR) coming into effect 25 May 2018. To comply with the law, organisational and personal information will be collected and used fairly, stored safely and not disclosed to any other person unlawfully.  

The aim of this policy is to ensure that everyone handling personal data is fully aware of the requirements and acts in accordance with data protection procedures. 

This policy covers employed staff, trustees and anyone working alongside of the Foundation such as JMF’s IT support, accountants, financial advisors and banks. 

We may also share organisational details, recommendations and references with other funders and like minded organisations for the purpose of effective grant making.
2. About this Policy
Lenka Vidamour is the Data Co-ordinator at John Moores Foundation and is responsible for ensuring compliance with the GDPR and with this policy. Any questions or concerns about this policy should be referred in the first instance to Lenka Vidamour who can be contacted at lenka@johnmooresfoundation.com or on 0151 707 6077.

3. Definitions and Principles

In line with the GDPR principles, John Moores Foundation will ensure that all organisational and  personal data be collected under lawful basis of a legitimate interest of the foundation carrying out its grant giving objectives and the data will:
· Be obtained fairly, transparently and lawfully

· Be obtained for a specific and lawful purpose

· Be adequate, relevant but not excessive

· Be accurate and kept up to date

· Not be held longer than necessary

· Be processed in accordance with the rights of data subjects

The definition of ‘Processing’ is obtaining, using, holding, amending, disclosing, destroying and deleting personal data. This includes some paper based personal data as well as that kept on computer.

4. Types of Information Processed

John Moores Foundation processes the following information: 

· Information on organisations (applicants) applying for funding, including address, telephone number, contact person’s name, position in the organisation, 

e-mail address, organisation’s bank account number, references and detailed file notes.

Personal information is kept in the following forms:
· Hard copy

· computers

Groups of people within the organisation who will process personal information are: 

· employed staff 
· trustees.
5. Retention Policy
John Moores Foundation will ensure that information is kept according to the following retention periods and guidelines:
	Document
	Retention Policy

	Applications
	

	Applications from organisations and their files:

(Includes Northern Ireland applicants) 


	a) hard copies – 6 years from the completion of monitoring in locked metal cabinets, plus indefinitely, in an archive not containing any personal data (slimmed down to one page per a request)

b) electronic records – 7 years 



	Ineligible Applications (includes applications from individuals)
	1 year


*the retention period for the above data relates to both hard copies and electronic records unless specified otherwise.
6. Training
JMF will ensure that:

· Everyone managing and handling personal information is trained to do so. 

· Anyone wanting to make enquiries about handling personal information, whether a member of staff, volunteer or a trustee, knows what to do. 

· Any disclosure of personal data will be in line with our procedures.

Queries about handling personal information will be dealt with swiftly and politely. Training and awareness raising about the Data Protection Act and how it is followed in this organisation will take at induction of all new employees, volunteers or board members. 

7. Notification

We will report breaches (other than those that are unlikely to be a risk to individuals) to the Information Commissioner Office where necessary, within 72 hours. We will also notify affected individuals where the breach is likely to result in a high risk to the rights and freedoms of these individuals.

8. Monitoring and review of the policy

This policy will be reviewed annually by JMF’s board to ensure that it is achieving its objectives.
*This is a shortened version of the full John Moores Foundation’s Data Protection and Data Retention Policy customised to best serve JMF’s applicants requesting funding. If you would like a copy of the full version please contact Lenka Vidamour on lenka@johnmooresfoundation.com or on 0151 707 6077.
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